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ANNEX G –   CREDIT COUNTERPARTY LIMITS 
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ANNEX H – LIMITS STRUCTURE 

 
 

TITLE OF LIMITS                          Amount/Ceiling 
A. Mandatory  
Single Borrower’s Limit (SBL) First 25% of the Bank’s Net worth 

+ 10% of the Net worth 
Mandatory Credit Allocation 

a. Micro & Small Enterprises 
(MSE) 

b. Medium Enterprises (MEs) 

 
8% of the total 
portfolio 2% of total 
portfolio 

Utilization of Loanable 
Funds Generated set 
aside for: 

a. Agrarian Reform Credit 
b. Other Agricultural Credit 

 

10% of Loanable 
Funds 15% of 
Loanable Funds 

DOSRI Loans 
a. Total Loans 

 
b. Unsecured Loans 

 
15% of Total Loan Portfolio or 100% of Net 
worth, whichever is lower 

30% of outstanding DOSRI loans or 30% of 
aggregate limit on total DOSRI loans 
whichever is lower 

Exposure to Real Estate Industry 20% of total loan portfolio 
6% of CET 1 capital; 10% of risk-based CAR 

Fringe Benefit Program 15% of the Total Loan Portfolio 
B. Internal 
As to product:   
Government Universities, Colleges, 
and Schools - GUCS DepEd 
(formerly PSPL) 
 
  

10%  of bank-wide GUCS (formerly PSPL) 
portfolio per branch/lending office 
 
(can be raised to 15% provided the default rate 
is not over 6%) 

Government Entities Salary Loan 
(GESL formerly PSND)    

 
GUCS TESDA and GUCS CHED 

10%  of  bank-wide GESL and GUCS 
portfolio Per Agency/Entity 
 
(can be raised to 15% provided the default rate 
is not over 6%) 

Auto loan (Consumer Auto)  15% of total loan portfolio  
REL  35% of total loan portfolio   
As to size:    
Single Borrower’s Limit (SBL) (Both 
for single & group of counterparties).  

80% of regulatory SBL if CRR is 1 - 3  
60% of regulatory SBL if CRR is 4 -5 

As to Industry:    
Loan to Financial & Insurance (FIs)  15% of total loan portfolio   
As to security:       
Unsecured loans to total loan 
portfolio   

70% of total loan portfolio   

Clean loan   P20MM per account     
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ANNEX I - INTERNAL RISK RATING MATRICES  
 

 
OVERALL RISK RATING 
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Credit Risk Rating Matrix 
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Market & Liquidity Risk Rating Matrix 
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Operational Risk Rating Matrix 
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IS and Cyber Risk Rating Matrix 
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ANNEX J - CREDIT RISK RATING (CRR) SHEET 

  
ANNEX K - MCO / EaR TEMPLATE 

 

EAR 
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MCO  
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ANNEX L –   BEHAVIORAL ASSUMPTIONS OF LIQUIDITY 
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ANNEX M – LIQUIDITY CONTIGENCY PLAN (LCP) 
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ANNEX N – OPERATIONAL LOSS EVENTS TEMPLATE 

 

 
 

 

 

 

 

 

 

 

 

 
 
ANNEX O – GLOSSARY OF RISK EVENTS  
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CODE Activity Samples 
 
IF (Internal Fraud)  
IF-01 Theft of cash accountability 
IF-02 Theft of supplies, utilities, etc. 
IF-03 Theft via padding of expenses / charging of personal expense to bank 
IF-04 Theft of loan payment (i.e., unremitted collection) / remittance proceeds / service fee. 
IF-05 Theft of deposit (unposted deposit) 
IF-06 Unauthorized withdrawal 
IF-07 Fictitious account opening 
IF-08 Fictitious loan 
IF-09 Lapping (deposit, remittance, etc.)    
IF-10 Non-disclosure of adverse findings on loan applicant   
IF-11 Unauthorized Cash Advance 
IF-12 Negotiated checks not sent for clearing 
IF-13 Check switching 
IF-14 Over appraisal of collateral   
IF-15 Under appraisal of ROPA 
IF-16 Manipulation of books e.g., float items, dormant accounts 
IF-17 Tampering of loan docs (as accomplice) 
IF-18 Bribery  
IF-19 Others (specify) 
 
EF (External Fraud)  
EF-01  Theft / robbery  
EF-02 Theft of equipment, etc. 
EF-03 Forgery / falsification of documents to secure loan approval 
EF-04 Spurious check 
EF-05  Counterfeit bills & coins 
EF-06 Unauthorized withdrawal  
EF-07 Other cases of forgery/tampering (specify)  
EF-08 Fictitious account opening 
EF-09 Fictitious loan 
EF-10 Non-submission by dealers/agents of collateral documents  
EF-11 Other cases of account takeover/impersonation/misrepresentation/Identity Theft (specify) 
EF-12 System Hacking / Virus injection 
EF-13 Extortion / embezzlement 
EF-14 Unfunded check 
EF-15 Others (specify) 
 
EPWS (Employment Practices & Workplace Safety)  
EPWS-01 Employee discrimination lawsuits  
EPWS-02 Termination claims/issues 
EPWS-03 Over reliance on particular personnel 
EPWS-04 Personnel performing incompatible function 
EPWS-05 Compensation for accidents caused by unsafe working environment 
EPWS-06 Damages/compensation for work-related illnesses/contracted from unsafe work 

environment 
EPWS-07 Non-implementation of corrective & disciplinary actions 
EPWS-08 Lost Court Case 
EPWS-09 Migration of employees 



Integrated Risk Management Framework       87 | P a g e   

EPWS-10 Others (specify) 
 
CPBP (Clients, Products & Business Practices)  
CPBP-01 Inadequate security practices of customers  
CPBP-02 Customer repudiation (rejection) of transaction  
CPBP-03 Money Laundering  
CPBP-04 Fiduciary breaches//Misuse of confidential customer information/Breach in customer 

privacy  
CPBP-05 Unlicensed activity/Sale of unauthorized product 
CPBP-06 Product defects  
CPBP-07 Violation of disclosure laws and regulations 
CPBP-08 Sale of bank product not suited to a particular client 
CPBP-09 Failure to conduct required checking on customers 
CPBP-10 Exceeding client exposure limits 
CPBP-11 Product guidelines violation 
CPBP-12 Others (specify) 
 
DPA (Damage to Physical Assets)  
DPA-01 Natural disasters (e.g., typhoon, earthquake, tsunami, floods) 
DPA-02 Fire 
DPA-03 Terrorism, vandalism, sabotage, hostage taking,  
DPA-04 Nuclear disaster; toxic spills/contamination; chemical/explosive operations 
DPA-05 Vehicular accidents 
DPA-06 War/insurgency; intrusion; civil disorder 
DPA-07 Others (specify) 
 
BDSF (Business Disruption and System Failures  
BDSF-01 System /software failure  
BDSF-02 Equipment/Hardware failure 
BDSF-03 Power outages 
BDSF-04 Significant breach in IT technology 
BDSF-05 Virus contamination 
BDSF-06 Problems at a linked internet site 
BDSF-07 Telecommunications failure 
BDSF-08 Public transport strike 
BDSF-09 Personnel absences 
BDSF-10 Vandalism, Terrorism, Hostage taking, Bomb threat 
BDSF-11 War/insurgency, civil disorder, intrusion 
BDSF-12 Others (specify) 
 
EDPM (Execution, Delivery & Process Management)  
EDPM-01 Unposted inward check 
EDPM-02 Honored RCOCI 
EDPM-03 Misposting, double posting, other booking errors 
EDPM-04 Cash shortage 
EDPM-05 Data entry / loading / processing error (e.g., untransmitted file to PCHC, AMLC) 
EDPM-06 Incorrect / incomplete documentation 
EDPM-07 Penalty on erroneous computation / reporting 
EDPM-08 Model / system misoperation / maintenance error  
EDPM-09 Penalty on late reporting  
EDPM-10 System deficiencies 
EDPM-11 Collateral management failure (e.g., non-renewal of insurance coverage) 
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EDPM-12 Due diligence failure e.g., lost collateral docs, improper filing of docs, incorrect client 
records. 

EDPM-13 Inadequate credit evaluation 
EDPM-14 Bank-client disputes / client complaints 
EDPM-15 Vendor / counterparty / supplier disputes inc. outsourcing issues (e.g., service provider 

risk) 
EDPM 16 Unrestricted access to IT resources / Information assets /restricted areas 
EDPM-17 Password sharing 
EDPM 18 IT Resources not in conformity to specs & requirements 
EDPM 19 Non-reporting/recording of system performance incidents 
EDPM 20 Absence/inadequate maintenance program for equipment & IT resources 
EDPM 21 Critical software security patches not implemented 
EDPM 22 Unlicensed software installed in PCs 
EDPM 23 Unsuccessful log-in attempts not promptly checked & reported. 
EDPM 24 Non/delayed termination of access to system by separated personnel 
EDPM 25 Required data protection / security controls not implemented. 
EDPM 26 Non-destruction of documents/storage media for disposal. 
EDPM 27 Others (specify) 

 
 


